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Abstract

During the last three decades, the significant increase in electricity demand, and its consequences, has appeared as a serious concern for the utility companies, but no major changes have been applied to the conventional power grid infrastructure. Recently, researchers have identified efficient control and power distribution mechanisms as the immediate challenges for conventional power grids. The next step for conventional power grid towards the Smart Grid is to provide energy efficiency management along with higher reliability via smart services, in which the application of Information and Communication Technology (ICT) is inevitable. ICT introduces powerful tools to comply with the smart grid requirements. Among various ICT properties, the telecommunication network plays a key role for providing a secure infrastructure. The two-way digital communication system provides an interaction between energy suppliers and consumers for managing, controlling and optimizing energy distribution. We can also define the smart grid as a two-way flow of energy and control information, where the electricity consumers can generate energy using green energy resources. The main objective of this thesis is to select an effective data communication infrastructure to support the smart grid services by considering a hybrid wireless and optical communication technologies. Radio-over-Fibre (RoF) networks are considered as a potential solution to provide a fast, reliable and efficient network backbone with the optical access network integration and the flexibility and mobility of the wireless network. Therefore, we adopt the integration of RoF to Passive Optical Network (PON) as a broadband access network to transmit smart grid data along with the Fiber to the Home/Building/Curb (FTTx) traffic through the shared fibre, and utilizing Wavelength Division Multiplexing (WDM). Finally, we present and analyze the simulation results for the aforementioned infrastructure based on our enhanced ROF-PON integration model.
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Chapter 1. **INTRODUCTION**

1.1 **BACKGROUND**

The world consumption of energy has doubled over the past forty years. Fossil fuel reserves are in a fast decline, and humanity’s thirst for advanced technology is non-quenchable. Current reports and research [1] [2] [3] show a serious concern about the impossibility for humanity to continue on the same way we are living. For these reasons, the academia, industry and governments began to work together to find an alternative, sustainable and bright future for our energy-dependent civilisation.

The largest problem we are faced with in the sector of energy is the lack of intelligent monitoring, communication and integration. These were the main reasons that caused the 2003 blackout, the largest power interruption in North American history, affecting nearly 60 million people in the US and Canada for nearly two full days [4]. Had this taken place during the freezing winter, it would have been one of the largest human catastrophes as well.

Therefore, we need a power grid with sustainable power generation facilities, reliable transmission and distribution networks, and intelligent control systems to ensure the continued growth of our advanced civilization. It is called the Smart Grid.

Today’s technology revolution has brought an obsession with wireless technology. Wireless phones, internet, printers and TVs were just the beginning, and wireless charging
for even electric vehicles is already a reality [5]. It is understandable why this has become a key demand in today’s fast-paced society. For the smart grid to be compatible with the future, it requires a data communication network that utilizes the flexibility of wireless technology, while ensuring that bandwidth, reliability and security are at maximum levels [6]. Therefore, as a main part of this thesis, we introduce Radio over Fibre (RoF) Passive Optical Network (PON) technology as infrastructure for the Smart Grid access network.

1.2 Motivation

The main goal of this thesis is the improvement of the smart grid access network infrastructure. While there are numerous reasons for the importance of this research, the following are the major triggers.

**Future Proof Infrastructure**

Engineers of the world have learnt many hard lessons when creating the internet, being the first mass scale data communication network. One of the greatest pitfalls that the internet faced – and is still facing – was the limited number in the Internet Protocol (IP) range of addresses. When IP version 4 (IPV4) was initially designed in 1981, engineers decided to allocate decimal addresses up to 255.255.255.255, hypothetically connecting 4,294,967,296 \(2^{32}\) devices. Back then the number meant infinity. Less than two decades later, the world was already starting to get squeezed with too many addresses.

Before the twentieth century ended, a makeshift solution was proposed under the name Network Address Translator (NAT). The solution consisted of mapping every group of
addresses – such as under one Internet Service Provider (ISP) – to one address on the public network. This way, all the nodes within the ISP will have their own domain and will not conflict with the rest of the world.

Obviously, this solution began to reach exhaustion and therefore a new IP version 6 (IPV6) was introduced [7], in which much greater capacity serving up to $2^{128}$ connected devices (approximately $3.4 \times 10^{38}$ or 340 undecillion). According to the suggestion made by the American Registry for Internet Numbers (ARIN), all servers were expected to be ready to serve IPv6 clients by January 2012. However, the majority of the internet is still running on the older version due to the hardware upgrade requirements to servers. The switch is dragging slower than anticipated, and it’s creating additional problems in privacy, availability and performance.

Therefore, the smart grid architects learnt from this painful and costly lesson, and decided to put on top of their priorities the emphasis on technologies that are flexible, easy to update protocols and future-proof.

**Lack of Standardization**

The issue of Smart Grid standardization has been a very critical issue since the early days of research. According to the International Electrotechnical Commission (IEC), there are numerous standardization development organizations for the smart grid, which their standardized elements are not compatible and sometimes conflict with each other. Even if the elements are carefully chosen to be technologically compatible, they will likely grow apart in the future. This is because of different interests, criteria and protocols which
govern the standardization process of each organization [3]. In their Smart Grid Standardization Roadmap report, the IEC demonstrates concern that not a single government has adopted a clear standardization strategy, to the point that even the term Smart Grid still does not have a unified meaning among stakeholders [8].

The smart grid needs a standardization model that is also future proof, not only in performance, but in customization and compatibility as well.

**INTERNET OF THINGS**

The simplest analogy to introduce the Smart Grid is to imagine the difference between computers without internet, and computers with internet. It is often seen as the Internet of Energy (IoE) [9]. Upon the implementation of the Smart Grid, it will be the largest real-life example of the Internet of Things (IoT). Not only will this be a great incentive for the future implementation of more IoT in other industries; but also the Smart Grid can, in fact, encompass most of these IoT.

**SHORTAGE OF FOSSIL FUEL**

During the period from 1972 to 2012, the total world consumption of energy has doubled. Energy production from fossil thermal, nuclear, hydro and all renewable forms of energy – soared from 4,672 Million Tonnes of Oil Equivalent (Mtoe) to 8,989 Mtoe [2]. The growth is expected to continue to rise exponentially. However, if continued on the same track, then in a matter of a few decades, the world will face a serious shortage of fossil fuels. The most mature alternative solution lies in the renewable energy technologies.
However, most renewable sources of energy require great complexity in operation control and integration with the grid; which current power control centres are not capable of handling.

By upgrading the power grid to a smart grid, there will be intelligent power control centres that could automatically handle the complexities of renewable energies. These smart control centres, along with smart transmission and distribution, all require a fast, reliable data communication network to operate upon, similar to the internet, but for the communication of smart grid data.

**GREENHOUSE GAS EMISSIONS**

The In the same time frame of the last statistic, the global carbon dioxide CO₂ emissions have also more than doubled. The figures soared from about 15,000 to 32,000 Teragrams CO₂ from 1972 to 2012 [1].

It has been found that electric power causes approximately 25% of global Greenhouse Gas (GHG) emissions. The utilities are concerned about the future of electricity systems; it is hoped that renewable and distributed generation will play a significant role in reducing GHG emissions. From grid perspective, these new generation modes require improved control and monitoring of existing networks. [10]

The Smart Grid will bring better utilization of current power generators, wider integration of renewable energy sources, and a more efficient optimization of the distribution and transmission infrastructure. These advancements will significantly curb GHG emissions and hence reduce industrial impact on the environment.
1.3 Objectives

With the advent of Smart grid, there is a focus of research activities that proposed numerous data communication infrastructure. However, as communication systems evolved becoming more complex and offering new capabilities, the requirements imposed on Smart Grid communication networks have changed as well. The objectives of this thesis are:

1. To explore different Smart Grid requirements for the data communication network
2. To study the integration of Fibre-Wireless networks
3. To investigate RoF-PON infrastructure and its corresponding features
4. To analyze how RoF-PON infrastructure can be implemented on the Smart Grid, and the resulting possible applications

1.4 Contributions

The thesis research resulted in several contributions in the field of Information and Communication Technology (ICT) for improving the power grid at the Physical Layer (PHY) of the Open Systems Interconnection (OSI) Model.

The main contribution is a novel enhancement for the RoF on a PON architecture for the smart grid communication network, in which we cut the number of lasers in a RoF-PON system to half, while increasing the quality of the received signal using an improved technique of RHD that we devised.
The second contribution, more focused at the last mile problem. We proposed a Ring-RoF-PON network using the same improved technique of RHD at the level of the Neighbourhood Area Network (NAN) for smart meter data aggregation and smart home communication.

Additional contributions were achieved through creating a survivability model for optical link failure in RoF-Ring-PON and proposing a novel billing system for smart meters data communication.

1.5 Thesis Outline

The thesis is organized as follows: Chapter 2 provides background information on Radio-over-Fibre and also a review of integrated fibre-wireless telecommunication networks in the smart grid. In Chapter 3 we present our adopted system model by considering the contribution of ICT to the power grid. In that chapter we also adopt the RoF-PON broadband access network technology. Chapter 4 presents the simulation assumptions and results, within the provided constrains, in simulation settings, and also analyzes the performance of the adopted system model. Our work concludes in Chapter 5 where we also describe some future research opportunities.
Chapter 2. **The Smart Grid and Radio over Fibre**

2.1 **Introduction**

The significant growth in electricity demand and GHG emissions which combined with the fast decline in fossil fuel reserves, which we described in the previous chapter, have all led the world leaders – in governments, academia, and industry to concentrate their efforts to develop an exit strategy from the current scenario. Proposed solutions from governments included higher carbon taxes, incentives for cleaner and greener factories and a number of international agreements and protocols. The most notable governmental achievement is the 1997 Kyoto protocol, which is an international treaty signed by 83 countries committed to reducing their GHG emissions up to 20% by the year 2020.

On the industry level, the proposed solutions included eco-friendly product lines, socially-responsible awareness campaigns, and most importantly self-restraining regulations regarding power conservation and GHG emissions limits. A notable example of corporate commitment, the engineers behind Mercedes S-Class, despite being known for its large engine and performance, committed themselves to an environmental standard higher than most hybrid vehicles, and consequently their latest car was awarded the strict environmental certificate by the German Technical Inspection Association (TÜV), which most hybrid vehicles couldn’t achieve [11].

As with every other engineering problem, the lion’s share of solutions comes from the academia. Many solutions were proposed that ranged between quick fixes to long-
term frameworks for improving the electric grid. This chapter summarizes the most notable research in smart grid data communication infrastructure.

This chapter is structured as follows. Section 2.2 describes the technical vision of the future smart grid infrastructure and the physical requirements for implementing such a system with respect to distribution, generation, homes, and electric vehicles. In Section 2.3 we consider the telecommunication technology infrastructure for the smart grid communication system. Section 2.4 discusses some key features pertinent to the smart grid. Section 2.5 introduces the Fiber-Wireless (Fi-Wi) integrated network and we discuss its key advantages and main challenges. We also look in more focus at one type of Fi-Wi networks: RoF, and discuss the related technologies for this type of telecommunication network. Then, this section continues by providing and comparing previously conducted work on integrating RoF as a solution to the Smart Grid. Finally, a summary of the chapter is provided in Section 2.6.

### 2.2 The Future Smart Grid

The smart grid is the concept that encompasses all technologies, topologies, and approaches that make generation, transmission, and distribution of electricity to be organically intelligent for the purpose of maximizing the benefits of all involved stakeholders. Having been a major research topic for two decades, there has already been extensive and comprehensive works which provided a holistic vision of the grid [12], [13], [14] and [15].
Similar to all other smart technologies, like smartphones, smart TVs and smart watches, the term smart grid lacked from its start a clear definition, and is still lagging behind with respect to standardization. According to the International Electrotechnical Commission (IEC), one of the key initial barriers to standardization is to reach an agreement on clear definition of the technologies and components of the smart grid, but that wasn’t easy to begin, and is yet to be completed [3]. The problem is that many countries rely on locally developed standards, which ultimately always reach a point of incompatibility with each other; either with the current devices and topologies, or on their future upgrades.

However, this seemingly clash of smart civilisations is actually a blessing in disguise. The flexibility of the smart grid concept has enabled thousands of researchers, scientists, engineers and policymakers to contribute a wide variety of technologies, topologies and laws to this concept. There have been numerous works which surveyed those differences. The most detailed survey has been by Xi, Satyajayant, Guoliang and Dejun who surveyed over 270 works on infrastructure, management and protection systems of the smart grid [16]. On the other hand, Galli, Scaglione and Wang examined nearly 160 papers in Power Line Communication (PLC) in the smart grid [17]. Wang, Xu and Khanna reviewed communication architectures in the smart grid [18]. Su, Rahimi-Eichi, Zeng and Chow, studied 92 papers for charging electric cars [19].

There are other surveys which covered specific topics within the smart grid. A survey for wireless communication technologies for the smart grid was presented in [20], another survey covered different communication networks for automation of the smart grid,
analyzing the pros and cons of each [21]. A survey for smart grid communication characteristics was presented in [22]. Smart grid communication techniques which guarantee availability were briefly discussed in [23]. Even cloud computing applications for the smart grid were surveyed in [24]. Figure 2-1 demonstrates the key components that we envision to define the Smart Grid.

![Figure 2-1 - Smart Grid Key Components](image)

### 2.2.1 Smart Distribution

Smart distribution infrastructure is in fact an essential tool for optimizing the smart grid. The following works have laid strategies for the design, implementation, development and enhancement of the smart grid distribution infrastructure [25], [26], [27], [28].
The question of distribution inherently opens the door on compatibility. The smart grid will only become fully realized through the compatible integration of smart meters, homes and electric cars into the same power grid, under control and monitoring of intelligent generation and distribution systems. The integration of different Smart grid components was the focus of study in [29] and [30].

Social engineering plays an important part of smart distribution as well. With demand side management, governments and utility providers can create incentives and penalties through which they can predict the behavioural pattern of consumers, namely Demand Side Management (DSM). The following works have envisioned different methodologies to ensure an effective DSM in the smart grid [31], [32], [33] and [34].

2.2.2 Smart Homes

Smart homes provide monitoring and control over daily living activities. Examples of smart home features include ability to change the house temperature using a computer, checking if the stove is still on after leaving the house, or even find what is missing from the fridge. The path towards smart homes begins with smart meters.

2.2.2.1 Smart Meters

A smart meter (also known as an advanced meter) is the first cornerstone device in the smart grid. It is an electricity metering device that records customer consumption and other parameters in real-time, and provides daily (or more frequent) transmission of measurements over a data communication network to a central collection point either directly, or through aggregation with next-door meters over a ring network [35]. The need
of smart metering rose due to the increased variance and complexity in power consumption and electricity pricing throughout the day. By introducing real-time pricing through a smart meter, customers would be motivated use electricity less during peak hours and postpone running electric-heavy household appliances (such as dryer and dishwasher) to off-peak hours.

The main differentiator in an Advanced Metering Infrastructure (AMI) over the traditional Automated Meter Reading (AMR) is the establishment of a two-way communication between the utility provider and the customer [36].

AMI presents the biggest growth potential in the Machine-to-Machine (M2M) intelligence, in terms of numbers of devices connected. Smart meters will be expected not to require human intervention in characterizing power requirements and energy distribution. Fadlullah et. al discussed the future of smart meters, and surveyed the current M2M technologies that can be adopted for M2M communication in the smart grid [37].

**SMART METER SECURITY**

The greatest concern associated with smart meters is security. The process of introducing smart meters in the Netherlands between 2008 and 2011 came to a resounding failure when two consecutive smart meter bills were rejected by the Dutch First Chamber, due to wide popular concern related to privacy [38]. This became a textbook example taught regarding developing smart grid infrastructure. Smart grid commissions in numerous countries have noted that security concerns need to be addressed as thoroughly as technical concerns in the design process of the smart grid [39], [40], [41], [42].
There has been an abundance of works that have addressed security vulnerabilities in smart meters and have proposed solutions or mitigation techniques for them. A few surveys have already been authored reviewing those works, such as in [43], [44]. An important survey paper to note about smart grid security was authored by Jawurek, Kerschbaum and Danezis which presented an encompassing study addressing all available security options for the smart meter with a critical analysis for each one of them [45].

2.2.3 **Plug in Electric Vehicles**

There are two main types of Plug-in Electric Vehicles (PEVs):

1. Battery-Electric Vehicles (BEVs): these are all-electric cars that don’t have an internal combustion engine or a fuel tank. Until the end of December 2014, the most sold car of this type worldwide is Nissan Leaf [46].

2. Plug-in Hybrid Electric Vehicles (PHEVs): these are cars that utilize a rechargeable battery which plugs in to the grid just like the BEV. However, it also has an internal combustion engine and a fuel tank. As of January 2015, the most sold car of this type worldwide is the Chevrolet Volt.

The market of plug-in vehicles (BEV and PHEV) has been growing remarkably since its debut in the US in December 2010. Despite the significant fall in gasoline prices in 2014, the PEV sales continued to grow, as seen in Figure 2-2. A comprehensive survey on technologies of PEV was presented in [19].
The introduction of PEVs brought a great challenge and a great opportunity to the smart grid. The challenge is to integrate and manage PEV charging load in the city, especially the residential areas, to avoid transformer overload resulting in power outages. The challenges of integrating PHEV into the residential distribution network were discussed in [47] and [48]. On a larger geographical impact, [49], [50], [51] and [52] have all discussed the impact of PHEVs on regional power generators and suggested practical solutions for the customers [53]. A more complex study was carried in [54] and [55] involving the dynamic effect of PHEVs on the grid with trip information and using advanced traffic modelling techniques. 

Figure 2-2 - Electric Vehicle Sales in the US. 
Source: http://evtc.fsec.ucf.edu/research/project5.html
Optimizing charging complexities is one of the greatest concerns for ensuring a promising future for electric cars in general \cite{56}, \cite{57}. A detailed study \cite{58} discussed the feasibility of solving this concern for the future of Ontario. The greatest challenge facing the growth and public adoption of electric vehicles are an efficient reliable integration of Vehicle to Grid (V2G) and a Grid to Vehicle (G2V) mechanism \cite{59}, \cite{60}.

### 2.2.4 Smart Energy Generation, Transmission and Distribution

The problem with all traditional models of electricity generation is that they follow a single deterministic model. This used to be very effective since generators were predictable. However, with the rising need for renewable energy sources, and having these sources being inherently unpredictable, the need arose for an intelligent model to control power generation.

A conservative solution is proposed in \cite{61} which uses the existing infrastructure of power generation and transmission as base for intelligent features. On the other side, an innovative approach is taken in \cite{62} that would require significant changes to the existing infrastructure. Nevertheless, the authors present a strong argument for the economic and technical incentives to make the leap.

In order to make electricity more affordable, reliable, and sustainable, the transmission of the electric grid must to become smarter. Many projects have focused on this area of research. Research areas include developing smart control centers, smart transmission networks, and smart substations, most of these were discussed in \cite{63}. 
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The features and functions of each of the these functional components, as well as the enabling technologies to achieve these features and functions, need all to be compatible as well as integrated, not on the current technology only, but on the long run and large scale [25]. For that goal to be achieved, innovative technologies must be standardized to achieve an affordable, reliable, and sustainable delivery of electricity.

The smart grid brings an alternative to the traditional way distributed energy resources are managed through a sophisticated smart command and control systems. This smart system relies on the automation of numerous ‘microgrids’ in the distribution system that can implement smart functions such as improved reliability, high penetration of renewable sources, self-healing, active load control and improved generation efficiencies [27].

With a common digitalized platform, the smart generation, transmission and distribution grids will enable increased flexibility in control, operation, and expansion; allow for embedded intelligence, essentially foster the resilience and sustainability of the grids; and eventually benefit the customers with lower costs, improved services, and increased convenience. Since this thesis cannot encompass everything within the framework and vision of the smart grid, more research and development efforts are needed to fully integrate the smart grid framework through a joint effort of various entities.
2.3 SMART GRID ENABLING TECHNOLOGIES

2.3.1 Passive Optical Networks

According to leading research, there is no doubt that Fibre to the Home/Business (FTTx) will become the predominant broadband technology of choice in the next three decades [64], [65]. PONs play the key role in creating the most efficient and environmentally responsible point-to-multipoint FTTH because they offer huge capacity, small attenuation loss, low operational expenses, lowest energy consumption for broadband access. All these reasons and others make them future proof. More on PONs will be discussed in Chapter 3.

2.3.2 Wireless Sensor Networks

Wireless Sensor Networks (WSNs) have brought significant advantages over traditional communication technologies used in today’s electric grid networks. Recently they have become a promising technology that can enhance various aspects of the grid, including generation, delivery, and utilization, making them a vital component of the Smart Grid. However, harsh and electrically-complex power-grid environments pose great challenges in the reliability of WSN communications in smart-grid applications. Gungor et al. [66] have presented a comprehensive experimental study on the statistical characterization of wireless channels in different electric-power-system environments, including a 500-kV substation, an industrial power control room, and an underground network transformer vault. Using WSNs is also crucial to implement many features in Smart Homes, and for demand side management.
2.4 SMART GRID ENABLING FEATURES

2.4.1 Smart Grid Security

Having learnt many lessons the hard way from the internet experience, engineers began the design of smart grid with security in mind. Several surveys in the field of security of the smart grid were published. The risks and assessment methods for cyber security of the smart grid were reviewed in [67]. Cyber security of the smart grid has also been examined by [68], but with more focus on attack prevention and defense strategies. Another cyber security survey was presented in [69], but enriched it with a study of the major challenges in implementation of cyber security solutions for smart grid communication.

2.4.2 Smart Standardization

Uslar et al. attempted to compile a comprehensive list of all standardization studies and recommendations and have published it in two parts [70], [71]. In Europe, a survey was published that described all regulatory developments that took place on a government level in the European Union [72].

On different scales of standardization, the work in [73] discussed the standardization methods of consumer applications with respect to smart homes. A generalized solution to lack of compatibility among different stakeholders was proposed in [74], which implements micro grids.
Numerous standardization organizations exist today. Most famously are the International Electrotechnical Commission (IEC), the Institute for Electrical and Electronics Engineers (IEEE), the American National Standards Institute (ANSI), the National Institute of Standards and Technology (NIST), the Standards Council of Canada (SCC), the European Telecommunications Standards Institute (ETSI), the European Committee for Electrotechnical Standardization (CENELEC). All of these organizations have produced either major standards or standardization roadmaps for the Smart Grid. Unfortunately, the level of cooperation among them is very limited. No government in the world has yet adopted any standardization roadmap drafted by these organizations.

Therefore, any proposed infrastructure for the smart grid must be protocol transparent and standardization flexible as the only way to become future proof.

2.5 **Fibre-Wireless State-of-the-Art**

The wireless hype that has been going in the world has also been accompanied by another exploding demand: bandwidth. There is one conceptual problem though; the two are contradictory in nature. Wireless networks are inherently associated with scattered signal, reduced performance, and narrow bandwidth when compared to wired networks.

In order to increase wireless network performance and user capacity, frequency needs to be increased. Increasing frequency would increase the energy loss in transmission and hence significantly reduce the range. To overcome this, more cells are introduced, resulting in higher system cost. In order to suppress the system cost, small antenna circuits
have become more desirable. When antenna circuits are reduced to simple circuits, more complexity builds up in the signal processing at the central core of the network. To prevent the complexity from reducing overall network performance, the links between the antennas and the central station (CS) should have high bandwidth and low latency, hence optical fibre is utilized.

The parallel demand of both mobility and bandwidth puts more pressure on researchers to create integrated solutions that fuse the two, as Fi-Wi integration. There are plenty of experiments to integrate optical networks such as Ethernet Passive Optical Network (EPON), Gigabit Passive Optical Network (GPON), and Wavelength Division Multiplexing (WDM)-PON using wireless technologies such as WiMAX, 3G and LTE. Table 2-1 compares between those three PON architectures. The rich amount of contribution in this topic indicates that Fi-Wi integration is a promising area of research, as will be explained later in this chapter.

The last mile access problem has been typically the bandwidth bottleneck in communication networks. With fibre networks, the last mile becomes a more severe gap between ultra-fast optical transmission, and lagging coaxial or copper cables. Fi-Wi brought a ground-breaking solution to the last mile problem. For example, a wireless communication network based on Long Term Evolution (LTE) is an appropriate and effective solution for the last mile problem in the smart grid. Taking full advantage of fiber resources in power system, the RoF-based distributed network can used as wireless access network for smart grid, which has the characters of high bandwidth, low loss, low-cost,
simple structure and dynamically allocated bandwidth. The wireless network can improve the signal quality in cell edge, and expand the coverage, which is an effective wireless access mean to improve wireless network capacity, as well as survivability.

Table 2-1 - Comparison between the three most common PON technologies, derived from [96]

<table>
<thead>
<tr>
<th></th>
<th>EPON</th>
<th>GPON</th>
<th>WDM-PON</th>
</tr>
</thead>
<tbody>
<tr>
<td>Standard</td>
<td>IEEE 802.3-2008</td>
<td>ITU G.984</td>
<td>ITU G.983</td>
</tr>
<tr>
<td>Data Packet Cell Size</td>
<td>1518 bytes</td>
<td>53 to 1518 bytes</td>
<td>Independent</td>
</tr>
<tr>
<td>Maximum Downstream Line Rate</td>
<td>1.2 Gbps</td>
<td>2.4 Gbps</td>
<td>1-10 Gbps per channel</td>
</tr>
<tr>
<td>Maximum Upstream Line Rate</td>
<td>1.2 Gbps</td>
<td>1.2 Gbps</td>
<td>1-10 Gbps per channel</td>
</tr>
<tr>
<td>Downstream wavelength</td>
<td>1550 nm</td>
<td>1490 /1550 nm</td>
<td>Individual wavelength/channel</td>
</tr>
<tr>
<td>Upstream wavelength</td>
<td>1310 nm</td>
<td>1310 nm</td>
<td>Individual wavelength/channel</td>
</tr>
<tr>
<td>Traffic Modes</td>
<td>Ethernet</td>
<td>Varies</td>
<td>Protocol Independent</td>
</tr>
<tr>
<td>Voice</td>
<td>VoIP</td>
<td>TDM</td>
<td>Independent</td>
</tr>
<tr>
<td>Max PON Splits</td>
<td>32</td>
<td>64</td>
<td>16/100’s</td>
</tr>
<tr>
<td>Max Distance</td>
<td>20 Km</td>
<td>60 Km</td>
<td>20 Km</td>
</tr>
<tr>
<td>Average Bandwidth per User</td>
<td>60 Mbit/s</td>
<td>40 Mbit/s</td>
<td>Up to 10 Gbit/s</td>
</tr>
</tbody>
</table>
The utilized access network technology with the features of large capacity, long transmission distance, low-cost and full-service support is PON. Since the current PON network, which is already built, can be used as backhaul network for the smart grid, the investment is retained, and the communication performance can be guaranteed for decades to follow. According to the transmission experiments [75], LTE networks has characters of low latency and high bandwidth, and can meet and exceed wireless communications needs of applications in smart grid. The proposed new generation wireless communications system is an effective solution for wireless communications in smart grid.

Another approach to solve the last mile problem is to use Cognitive Radio, utilizing the RoF with Multiple-Input-Multiple-Output (MIMO) technology. Some examples of performance calculation using simulation analyses are introduced in [76]. The propagation performance and simultaneous user capacity are both improved from LTE. However, the problem with cognitive radio is centralization of the control load on one hub, which doesn’t go with the organic nature of the smart grid, where each node can be both a consumer and provider of electric power.

A journal paper [77] had presented a hybrid wireless-optical broadband-access network (WOBAN) as a promising architecture for future access networks. Their arguments for Fi-Wi integration are very strong. However, it doesn’t fully satisfy the requirements for a smart grid access network due to potential risks in network complexity, latency and cost. Last but not least, Ghazisaidi and Maier discussed the upcoming challenges and opportunities facing Fi-Wi access networks in [78].
The strength of RoF candidacy over other Fi-Wi solutions for the smart grid access network comes from its ability to overcome most of those challenges mentioned. Additionally, the protocol transparency it provides for the wireless link enables us to use LTE now and possibly something completely different and much greater in the future, without any physical change to the infrastructure of the access network. It is the ultimate form of future proofing the wireless access evolution in a Fi-Wi network.

While these advantages may also be found in Radio-and-Fibre (R&F), we have decided to choose RoF for reasons explained in Chapter 3.

2.5.1 Related Works on RoF-PON

Having agreed on the advantages of the optical fibre communication and wireless communication technologies, RoF is a strong prospect to solve the problems of bandwidth flexibility and electromagnetic interference, while keeping the infrastructure costs significantly lower than other competing technologies [79]. With the rolling of more Smart Grid services, requirements such as bandwidth, stability and access reliability will increase greatly on the network. The existing data communication status and characteristics lead us to see that RoF will be the most cost-effective way to efficiently combine the advantages of both fibre and wireless networks.

The earliest works on RoF were introduced over twenty years ago by Cooper et al. [80] but didn’t get much attention in the industry until the mid-2000s when the demand for ultra-high bandwidth as well as mobility reached unprecedented levels. However, those demands were scattered across the city in peak areas such as airports, malls, conference
centres and eventually office buildings and homes [81]. As researchers began to look for solutions to meet these rising demands, RoF became one of the top trending research areas in that year [82], [83], [84], [85], [86], [87], [88], [89], [90], [91]. Figure 2-3 shows an example of a RoF-PON architecture in a Metropolitan Area Network (MAN)

![Example RoF-PON Infrastructure in a MAN](image)

To put the QoS of RoF to test, an experimental study was conducted in [92] demonstrated the transmission of uncompressed 1.3 Gb/s HD video over a RoF network of 60 GHz millimeter Wave (mmW) band and 25 km of SMF, and a picocellular wireless radius of approximately 5 meters, the results show superior performance in terms of QoS.
Very few works have been carried in the ring network topology; a key paper worth mentioning is by Lu et al, who proposed and demonstrated a full duplex WDM- Ring-RoF long-haul network with very low BER [93].

The possibility of creating a picocellular network using RoF network architecture was discussed in [94], utilizing different Multimode Fibres (MMFs) and a standard Single-Mode Fibre (SMF), with IEEE 802.11 a/b/g standard for wireless connectivity. The paper was a breakthrough in showing that RoF can perform at distances over 30 km at SMF with 5.8-GHz Wireless Local Area Network (WLAN) signals. Then, authors conducted an experimental implementation of a RoF picocellular network in which it proved that RoF can meet all the IEEE 802.11 a/b/g standard requirements in terms of noise, gain and dynamic range.

Some research work has been done to show the viability of the integration of RoF in PON networks [95] [96] [97]. Needless to say, PONs are more efficient and reliable than active optical networks because they have no active equipment. Other research papers have experimented with RoF in WDM network infrastructure and have proved the capability of WDM-RoF to provide point-to-multipoint and multipoint-to-multipoint communication in a reliable and cost effective way [87] [98] [91] [83] [84].

Several designs of RoF link types, depending on method of integrating the fibre network with the wireless network, have been discussed with advantages and disadvantages of each type in [99] and in more depth in [100].
More recently, a journal paper simulated a successful transmission of bidirectional 16 Gbps over 25 km 16 channel WDM-RoF-PON [101]. Similar simulations were carried out in [102], [103], [104] [105] [106] [107] which all proved the effectiveness of using WDM-RoF-PON as a reliable, high-performing, large scale access network.

Our proposed implementation for Fi-Wi integration is the RoF-PON access network. RoF-PON features a centralized infrastructure with simple and robust Optical Network Units (ONUs). The ONU does not need to have expensive radio equipment found in most other Fi-Wi integrations, making it easy to replicate. The economics of scale makes RoF-PON one of the most convenient and affordable Fi-Wi integration technologies to be adopted in mass deployment. This led one of the leading telecom operators in North America to commit to installing over 3,000 RoF systems across malls and subway stations [108].

Additionally, some research has been done to show RoF performance in both digital and analog encoding (Figure 2-4), a basic study in BER comparison was carried by Ballal and Nema in [109]. The comparison was recently carried with significant development by Haddad and Gagnaire, in which not only technical comparison was better defined, but they also included economical comparison [110]. To put it in simplest forms, digital RoF has superior QoS than Analogue, at the expense of slightly added cost and complexity in the RAU.
There are other ways to tackle the optimization problem of channel capacity versus system cost. One example is to utilize Dense Wavelength-Division Multiplexing on a Passive Optical Network (DWDM-PON) to integrate with the wireless network [111]. More will be discussed in the next chapter.

Recently, research has become focused on Fi-Wi integration as an appealing solution for Smart Grid. However, there have been very few works dedicated to researching RoF specifically as a smart grid access network; because it wasn’t efficient to do so until research in mmW RoF was introduced.

The first mention of RoF as a possible solution for the Smart Grid was made less than 4 years ago in a general study about next gen wireless technologies for the smart grid [75]. After that paper, a small amount of individual research was conducted. Xu carried an
experimental study in which he successfully broadcasted three-way video transmission near transformer substations over RoF with a large 1.2 km wireless coverage [112]. Another paper carried an experiment for RoF as a solution for university- or community-sized smart grid [76].

The first in depth study to implement RoF in Smart Grids, although specific to Smart Homes only, was a PhD thesis in late 2012 [113]. The researcher used 60 GHz channel (IEEE 802.11ad and WirelessHD) as wireless standards, and he compared their advantages and disadvantages. He then critically accessed their short range challenges. Since the signals resulting from these radio standards have short ranges due to high attenuation they are unlikely to cross any walls, hence they would be limited to one room or open indoor area per antenna. Then mitigation technologies were discussed such as Fast Session Transfer (FST), Beamforming, Relay and finally, EPON links between access points. None of these methods were ultimately the best, as each had their own advantages and disadvantages. The network architect should decide which technology to use when rolling out the infrastructure to the house(s). All the architectures above have achieved a transmission bandwidth at 2.856 Gbps PHY rate and 1.904 Gbps MAC rate. To demonstrate, a Blu-ray full HD movie was displayed on a large full HD screen using duplex RoF, all of the architectures proposed displayed the movie smoothly and none had any issues with the Quality of Experience (QoE).

The RoF multipoint-to-multipoint architecture based on technology transparent optical components brings a balance between performance and cost, but only if it is
completed by a management of the optical access. It has been proposed to activate the optical functions of the RoF only when and where they are needed to never have two lasers emitting or two photodetectors receiving at the same time, in order to minimize noise.

2.6 Summary

The future of the Smart Grid depends on the realization of the appropriate data network. The fast growth of data communication is led by two main trends: the proliferation of wireless connected devices and the deployment of high broadband optical access networks, FTTx which allows the delivery of multiple services at Gbps speeds. As a consequence, to ensure efficient smart grid communication while guaranteeing reliability, low latency, high flexibility, high QoS for substations and high QoE for users, the Smart Grid has to be equipped with a data network that can meet or exceed all those demands, such as the Fi-Wi infrastructure.

The Smart Grid is the convergence point of several worlds: power generators, computers, control stations, consumer electronics, meters, etc. Consequently, the need for high capacity is not the only problem, but the great heterogeneity of the signals and their requirements to be delivered to the various elements of the grid. And for an expensive long-lasting infrastructure like an optical system, smart grid infrastructure must take into account a large variety of services to be emerged.
Users will enjoy the flexibility of wireless connectivity for the final link to their devices, most of which today require Very High Throughput (VHT) wireless solutions, and the network will be reliable, secure and future proof with the fibre infrastructure.

We have demonstrated in this chapter that there is a huge potential for RoF-PON infrastructure, that the smart grid is still lacking a comprehensive and standardized solution which has a high level of protocol transparency and technology flexibility, that RoF-PON has excellent compatibility prospects – in comparison to other Fi-Wi technologies – with smart grid evolution needs, and that this integration of RoF in Smart Grid is an increasingly appealing topic in both academia and industry.

Chapter 3. RoF-PON NETWORK INTEGRATION FOR THE SMART GRID

3.1 INTRODUCTION

It has become apparent from the previous chapter that the Smart Grid is the unanimous direction by governments, industry and academia for the advancement of the electric grid.

Networks architects nowadays demand on the top of their list of requirements to have highest bandwidth, availability, simplicity, reliability with lowest cost. With the integration of fibre-wireless, this challenging set of requirements has become an achievable reality. We have considered several fiber-wireless networks as enabling
technologies for fibre-wireless integration. We have decided to set on the RoF technology, due to its simplicity and cost effectiveness. Figure 3-1 shows our vision for the implementation of our proposed system.

This chapter focuses on system architecture and requirements. We propose a telecommunication infrastructure solution which has the properties of being extremely flexible, simple, cost effective, reliable and survivable in order to meet the required communication infrastructure expectations for the smart grid, in normal as well as extreme (e.g. stormy) conditions. Section 3.2 describes the proposed RoF-PON infrastructure for meeting the requirements of the access network that collects and manages the different smart grid data among sensors, consumers and utility providers. In this section we also explain the optical signal detection method used. Section 3.2.3 describes our implementation of RoF-PON over NAN. It also discusses the impact this implementation will create for the IoT.
While all the advantages we seek found both in RoF and R&F, we have decided to choose RoF because it requires a significantly simpler infrastructure, and it is more cost effective than R&F. A quick comparison can be seen in Table 3-1. A detailed comparison between the RoF and R&F was conducted in a master’s thesis by our colleague prior to our work [114].

![Figure 3-1 - RoF-PON in Smart Grid, yellow shows electric lines, and blue is for data connection](image)

Table 3-1 - Summarized Comparison between RoF and R&F

<table>
<thead>
<tr>
<th></th>
<th>RoF</th>
<th>R&amp;F</th>
</tr>
</thead>
<tbody>
<tr>
<td>Complexity</td>
<td>Low</td>
<td>Medium to High</td>
</tr>
</tbody>
</table>
### Cost to build
- Low
- Medium

### Cost to operate
- Low
- Medium

### Flexibility
- Varies
- High

### Survivability
- Medium to High
- Low to Medium

## 3.2 RoF-PON for Smart Grid Access Network

We have established in the last chapter that network architectures and enabling novel technologies for delivering future millimeter-waveband (mm-WB) radio-over-fiber (RoF) system for wireless services with the use of dense wavelength division multiplexing (DWDM) architecture are all desirable features in a Smart Grid access network. We have therefore considered a conceptual illustration of a DWDM RoF system with channel spacing of 12.5 GHz, which was proposed in its first original form by Maamoun and Mouftah in [96].

In the downstream system, the millimeter-wave-band RF signal is obtained at each Optical Network Units (ONUs) by using optical heterodyning photo detection between two optical carriers simultaneously; one optical carrier is modulated with the downloading customer data, while the second is un-modulated carrier. The generated RF modulated signal has a frequency of 12.5 GHz. The reasoning behind choosing this frequency band will be described later in this section. In the upstream system, direct photo detection was used for simplicity. Such a RoF system has simple, cost-effective, maintenance-reduction and is immune to laser phase noise in principle.

In this chapter, a novel millimeter-waveband (mm-WB) radio-over-fiber (RoF) system architecture for wireless services with the use of dense wavelength division multiplexing
(DWDM) of 12.5 GHz channel spacing (according to ITU-T 2002, G.694.1 grid) is proposed. By using Remote Heterodyning Detection (RHD) technique of RoF, the service provider can gain several advantages like low line losses, immunity to lightning strikes/electric discharges. Complexity reduction of the base stations is achieved by attaching light weight Optical-to-Electrical (O/E) converter directly to antenna which is known as Fiber to the Antenna (FTTA). Another advantage of using such a novel system lay in the capability to dynamically allocate capacity based on traffic demands as the RoF systems nowadays are designed to perform added radio-system functionalities besides transportation and mobility. Finally, the proposed RoF-PON system is simple, cost-effective and maintenance-reduction.

The RoF-PON wireless services system that was originally proposed by Maamoun and Mouftah in [96] is illustrated in Figure 3-2. We will illustrate these methods in an RoF-PON system with DWDM using a channel spacing of 12.5 GHz. Our enhancement is illustrated in Figure 3-3. For each downstream signal to an ONU, there are two optical carriers used, one for transmitting data and the other for detection. Our proposed enhancement generates both optical carriers from a single laser source, instead of two phase-locked lasers. Our contribution improved the quality of the signal, while reducing the infrastructure and maintenance requirements of the whole network.

For the proof of concept, an RoF-PON system with one Central Station (CS) and one ONU is verified by simulation. Each optical carrier conveys one Differential Phase-Shift Keying (DPSK) sub-carrier signal over 10 km of an SMF. An electro-optical-modulator (EOM)
at the Remote Antenna Unit (RAU) will generate two optical carriers using the incoming single optical carrier. The electrical signal will be acquired using RHD at the ONU. The Wireless LAN (WLAN) at the base station uses a technology based on IEEE 802.11n which uses Optical Frequency-Division-Multiplexing (OFDM)-based transmission scheme and will work in the 12.5 GHz band. It operates at a maximum physical layer bit rate of 622.08 Mb/s.

The CS contains the optical mm-wave source, the data requested by the customers, PDs for receiving customers’ uploaded data, a DWDM-MUX, a single DFB Laser which is

Figure 3-2 – The first RoF-PON model, originally proposed by Maamoun and Mouftah

The CS contains the optical mm-wave source, the data requested by the customers, PDs for receiving customers’ uploaded data, a DWDM-MUX, a single DFB Laser which is
externally-modulated using an MZM as an EOM followed by an AWG. On the RAU side, there is a heterodyne PD, a voltages-biased MZM as an EOM, a DFB Laser and an AWG.

In the CS, the optical mm-wave source is created by a single laser and hence it does not need to be phase-locked nor polarization aligned. The laser provides one carrier exiting the CS per RAU. The total number of required wavelengths for \(N\) ONUs is \(N\) only. We kept the channel spacing as 12.5 GHz.

In reception, Each RAU uses the received optical signal to generate two optical carriers using a MZM as an EOM, separated by \(2\omega\) Hz and centered at the original optical carrier, which is suppressed due to the MZM. Then the RF signal is obtained at each ONU by using RHD PD between two optical carriers simultaneously. The generated RF modulated signal has a frequency of 12.5 GHz. The resulting RF signal is then amplified and transmitted directly by the antennae, using an Optical to Electrical (O/E) converter. For the uplink system, we used direct photo detection, because it’s the simplest form.

Figure 3-3 - The Novel Enhancement to the RoF-PON
The reduction of the number of lasers in the system from \(2N-1\) to \(N\), does not only reduce the cost of the system, but also the complexity; for the proposed enhancement does not require phase-locking or verifying that the polarizations of the two carriers per ONU are aligned together. Additionally, the significant reduction of the laser power through the fibre adds to the robustness, since optical fibres containing high levels of power begin to show non-linear characteristics, which are very undesirable in any telecommunication system [115].

3.2.1 **Mach-Zehnder Modulation**

There are three common link types in RoF: using a Directly Modulated Laser (DML), an external modulation of wireless signal onto the laser using a Mach-Zehnder Modulator (MZM) or a Reflective Semiconductor Optical Amplifier (RSOA) [99]. An experimental study [100] found that MZM has a superior advantage over the other two link types in simplicity and cost effectiveness. While it lags a little behind in performance, all three exceed the range and gain requirements for a Neighbourhood Area Network (NAN) and Metropolitan Area Network (MAN) in our research, as shown in Table 3-2. Therefore, we decided to carry our research using the MZM.

<table>
<thead>
<tr>
<th></th>
<th>DML</th>
<th>MZM</th>
<th>RSOA</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Complexity</strong></td>
<td>Medium</td>
<td>Low</td>
<td>High</td>
</tr>
<tr>
<td><strong>Cost</strong></td>
<td>High</td>
<td>Low</td>
<td>Medium</td>
</tr>
<tr>
<td><strong>Receiver Gain/Loss (dB)</strong></td>
<td>-28</td>
<td>-42</td>
<td>-42</td>
</tr>
</tbody>
</table>
When mixing two optical signals coherently at a photodiode, two electric signals are generated. The two signals are generated at the sum as well as the difference frequencies of the two optical signals. This method is often implemented with two phase-locking lasers such that the difference between their respective frequencies would be the desired mm-wave electrical signal [116], [117] and [118].

On the other hand, using a single laser source with an MZM as an EOM, the same result can be obtained. The single drive MZM has to be biased using a sinusoidal modulated voltage which is governed by the equation

\[ v(t) = V_m (1 + \varepsilon) + \alpha V_m \cos(\omega t) \]

where \( \varepsilon \) is the normalized bias point of the modulator, \( \alpha \) is the normalized amplitude of the voltage and \( \omega \) is the frequency of the voltage drive. The output of the modulator can be described by

\[ E(t) = \cos \left( \frac{\pi}{2} \left( (1 + \varepsilon) + \alpha \cos(\omega t) \right) \right) \cos(2\pi v_o t) \]

where \( v_o \) is the optical carrier frequency.

Performing a Bessel function expansion leads to the expression
\[ E(t) = \frac{1}{2} J_0 \left( \frac{\pi}{2} \alpha \right) \cos \left[ \frac{\pi}{2} (1 + \varepsilon) \right] \cos (2\pi v_o t) \]
\[ - J_1 \left( \frac{\pi}{2} \alpha \right) \sin \left[ \frac{\pi}{2} (1 + \varepsilon) \right] \cos (2\pi v_o t \pm \omega t) \]
\[ - J_2 \left( \frac{\pi}{2} \alpha \right) \cos \left[ \frac{\pi}{2} (1 + \varepsilon) \right] \cos (2\pi v_o t \pm 2\omega t) \]
\[ + J_3 \left( \frac{\pi}{2} \alpha \right) \sin \left[ \frac{\pi}{2} (1 + \varepsilon) \right] \cos (2\pi v_o t \pm 3\omega t) \]
\[ + \ldots \] (3-3)

When the voltage \( V_n(\varepsilon = 0) \) is applied, the signal at \( v_o \) will be suppressed, as well as all the even terms in the expansion. The only strong term which remains is the one with two components separated by \( 2\omega \) and centered around \( v_o \). Good biasing techniques can easily mute the other components to 15dB below the main components [119]. When these two optical components are mixed on a photodiode, an electrical signal is obtained with frequency \( 2\omega \).

3.2.2 Remote Heterodyne Detection

Most RoF techniques rely on the principle of coherent mixing in the photodiode. These techniques are generally referred to as Remote Heterodyning Detection (RHD) techniques. While performing O/E conversion, the photodiode also acts as a mixer thereby making it a key component in RHD based RoF systems. However, this does not necessarily make it the most complex or expensive component in the entire system. Since most methods utilize coherent mixing, the principle is discussed first.

Two optical fields of angular frequencies \( \omega_1 \) and \( \omega_2 \) can be represented as:

\[ E_1 = E_{o1} \cos(\omega_1 t) \]
\[ E_2 = E_{o2} \cos(\omega_2 t) \] (3-4)
If both fields impinge on a PIN photo detector, the resulting photocurrent on the surface will be proportional to the square of the sum of the optical fields. That is the normalized photocurrent will be:

\[ i_{\text{PIN}} = (E_1 + E_2)^2 = E_{\text{in}} E_{\text{in}} \cos(\omega_1 - \omega_2)t + E_{\text{in}} E_{\text{in}} \cos(\omega_1 + \omega_2)t + \text{other terms} \] (3-5)

The term of interest is \( E_{\text{in}} E_{\text{in}} \cos(\omega_1 - \omega_2)t \) which shows that by controlling the difference in frequency between the two optical fields, radio signals of any frequency can be generated. The only limit to the level of frequencies that can be generated by this method is the bandwidth limitation of the photodiode itself [10]. Let us consider optical power signals instead of optical fields, then the generated photocurrent is given by:

\[ i_{\text{PIN}} = 2R \int p_1(t)p_2(t) \cos[(\omega_1(t) - \omega_2(t))t + \phi_1(t) - \phi_2(t)] + \text{other terms} \] (3-6)

Where \( R \) is the responsivity of the photo detector, \( t \) is the time, \( p_1(t) \) and \( p_2(t) \) are the two instantaneous optical power signals with instantaneous frequencies, \( \omega_1(t) \) and \( \omega_2(t) \) respectively. The instantaneous phases of the signals are given by \( \phi_1(t) \) and \( \phi_2(t) \) respectively.

Two laser diodes are made to emit light at frequencies (wavelengths) separated by the required microwave frequency. The two electric fields will then mix on the photodiode to yield an electrical signal as described above. However, since the relative offset between the two optical carriers is so small compared to the absolute frequencies of the carriers, any small frequency drift in either of the carriers translates into a major shift in the generated microwave frequency. This implies that, to keep a stable microwave signal at the output of the photodiode the relative offset between the emission frequencies must be
kept constant. In other words, absolute shifts in emission frequencies are not important, but the relative offset only. Normally, only one of the two optical carriers is modulated with data.

Given that the laser emission frequency is highly sensitive to temperature variations, phase noise and other effects, techniques to maintain the required frequency offset have to be used. There are several methods for controlling the relative frequency offset between the two lasers.

3.2.3 The Ku Band for Wireless Data Communication

Wi-Fi was created with the aim of use within unlicensed spectrum. There are a number of unlicensed spectrum bands in a variety of areas of the radio spectrum that are referred to as ISM bands (Industrial, Scientific and Medical). Most commonly known Wi-Fi bands are 900 MHz (802.11ah), 2.4 GHz (802.11b/g/n), 3.6 GHz (802.11y), 4.9 GHz (802.11y), 5 GHz (802.11a/h/j/n/ac), 5.9 GHz (802.11p) and 60 GHz (802.11ad). There is an interest of using frequencies between 5.9GHz and 60 GHz.

The Ku-band is the wireless frequency band commonly known to have been used for radar applications. It ranges at 12-18 GHz band and it is primarily used for satellite communications. There are other ITU allocations have been made within the Ku-band for different applications. In the recent years, many military and radar application that used to occupy the Ku band have relocated to different bands, creating many unlicensed gaps within this band.
The targeted 12.5 GHz of the proposed system design, that is located inside the desired Ku-band, provides the additional desired bandwidth. Being at a higher frequency, equipment costs are not very much higher, although usage - and hence interference – is significantly less. It is obviously realized that this frequency band will be a candidate for a future protocol of IEEE 802.11.

3.3 RoF PON for Neighbourhood Area Network

3.3.1 Ring RoF-PON

The most challenging issue in a Ring RoF PON is moving the signal optically from one node to another in a passive environment. We made sure all nodes are colourless (i.e. wavelength independent) to increase security and reliability of the network. Hence, we used the same optical signal at all ONUs, while shifting the frequency at the signal before it leaves each node using an all-optical wavelength converter.

3.3.1.1 All-Optical Wavelength Conversion

For decades, numerous works have studied optical frequency conversion techniques. The most commonly known methods today are Cross Gain Modulation (XGM), Cross Phase Modulation (XPM), and Four Wave Mixing (FWM). \([120], [121], [122], [123]\). The problem with the first two is that they are wavelength sensitive, hence they will require a different converter for every single wavelength. This is very inconvenient. As for four wave mixing, it is wavelength independent. However, it has a drifting error which is too significant for our
criteria. The research in this area still needs more work, hence we used a typical simulation frequency converter as will show in Chapter 4.

3.3.2 **RoF-PON and the Internet of Things**

With the implementation of RoF for the Smart Grid, it will be an existing infrastructure that can be reused for other technologies. To demonstrate this, we propose the following scenario. Smart meters need a secure, reliable two-way communication with the control centre. Users who have broadband internet at home already enjoy a secure reliable two-way communication with the internet. However, the thought of sharing bandwidth is unpleasant to many customers. Smart meters require very small bandwidth that is insignificant to any internet bandwidth, the case is similar to most IoT platforms as they communicate with control signals.

Figure 3-4 - Example of IoT Header in (a) typical IPv4 header showing (b) Smart Meter Flag
Therefore, we propose the following incentive to customers. A header extension to the IP protocol is introduced, which carries one flag bit – we will call it a Smart Meter flag for this example. As header extensions in IPv4 and IPv6 are unencrypted by default, the ISP will be able to determine which packets were requested by the customer and those requested by the smart meter directly. The ISP bills the customer directly for the entire usage, while sharing the total usage of the Smart Meter with the utility, the utility then, verifies the smart meter with their records, and sends a refund to the customer for the amount of Smart meter usage through their internet connection. Despite the usage – and hence the refund - being insignificant, the scheme is appealing, sustainable, and saves the utility from expanding onto infrastructure of their own. The same method can be applied with the RoF-PON in the smart grid, sharing it with any local IoT network available at that home. The resulting infrastructure will eventually converge to what we expect to be named the Internet of EveryThing (IoET).
Survivability is a crucial element in network planning to ensure continued availability of service in normal as well as emergency situations. According to ITU-T G.983.1 [124], there are four PON protection schemes which are:

1. Feeder Fibre Protection
2. OLT & Feeder Fibre Protection
3. Full Duplication

![Diagram of IPv6 header](image)
4. Independent Duplication

Survivability models particularly for RoF-PON were discussed by Maamoun and Mouftah [97]. However, the case of ring RoF-PON was not discussed. Our work was built on the foundations of wireless restoration or Wireless Mesh Network (WMN)-Based Fi-Wi Architecture, discussed in [125].

We have firstly considered the following case showing a Ring RoF-PON network with \( N \) number of nodes and \( N \) number of links. In the first model, it takes one failure in link or node \( M \), to immediately disconnect that node from the network. Adding a survivability model through the wireless part, the data in link or node \( M \) can be rerouted from node \((M-1)\), through the radio network, as long as the wireless receivers of \( M \) ONUs are within the range of the \( M-1 \) ONU, which is the case for most NAN access networks.

The second case will be the failure of the wireless reception circuit at the ONU of the node itself, this will also be rerouted through the wireless coming from the next-door ONU, as demonstrated in the graphs below.
The maximum data throughput will not be affected at all since all nodes receive the signal wirelessly. However, a small delay will be introduced due to the wireless network delay being greater than that of the optical link. Since the scale of the ring is usually within...
that of a Neighbourhood Area Network (NAN), then the difference in delay will be insignificant and will not lead to any time-out delays or MAC layer errors, as per the equation:

\[
\text{Packet Transmission Delay} = D_{\text{Proc}} + D_Q + D_T + D_{\text{Prop}} \tag{3-7}
\]

Where \( D_{\text{Proc}} \) is processing delay, \( D_T \) transmission delay (unchanged), \( D_{\text{Prop}} \) is propagation delay (unchanged) and \( D_Q \) is the queuing delay. Only the first and last one will be affected by this change, and since

\[
D_{\text{Proc}} \ll D_Q \tag{3-8}
\]

Then only \( D_Q \) will be changed, however the change will be orders of magnitude less with respect to the smart grid neighbourhood area network requirements. Hence there will not be a significant negative impact to the network.

### 3.4 SUMMARY

In this chapter we have investigated RoF-PON as an infrastructure in detail that can be implemented using different wireless protocols such as Wi-Fi, LTE, etc. The front-end technology can be implemented at the smart homes, smart farms, substations, etc for the purpose of smart metering and controlling operations and resources in the smart grid. In Section 3.2, we have described in detail our system model based on the RoF-PON network. In Section 3.3, we described our topology for NAN. Finally, we have developed an IoT integration scheme, and a survivability model.
Chapter 4. Simulation and Performance Results

4.1 Introduction

In this chapter, we evaluate the performance of the adopted RoF-PON architecture under the WDM enabling technology system model presented in Section 3.2. We use the simulation environment, which is developed locally in Ottawa by Optiwave. Section 4.2 continues with a description of the simulation settings and assumptions. Section 4.3 presents the simulation results under different topologies, along with their analysis. Finally, Section 4.4 provides a summary for this chapter.

4.2 Simulation Settings and Assumptions

The system we have simulated is shown in Figure 4-1, with details in Figure 4-2 and Figure 4-3. Creating subsystems helps make the simulation modular and easier to organize.
Figure 4-2 - Inside the CS
Figure 4-3 - (a) inside the RAU and (b) inside the ONU
The following parameters were used in this simulation, and were based on the standard optical parameters per the simulation manual.

![RoF-PON Parameters](image)

Figure 4-4 - RoF-PON Simulation parameters

For the NAN, we have built the following Ring-RoF-PON system.

![Ring ROF-PON for NAN](image)

Figure 4-5 - Ring ROF-PON for NAN
The CS is the same as in Figure 4-2. As for the each ONU on the ring, it is built as the following Figure 4-6.

![Figure 4-6 - ONU of a Ring-RoF-PON](image)

### 4.3 PERFORMANCE RESULTS

The downlink configuration is simulated in the same way, with a CS and one ONU.

One optical carrier with wavelength of 1552.52438115 nm is used in the simulation.
The transmission circuit at the CS is comprised of incoming data (Figure 4-7) a single laser source per RAU (Figure 4-8), an EOM driven by a DPSK modulated signal at 622.08 Mb/s. The MUX combines all optical carriers for all RAUs before transmission via optical fibre. The signal travels across 20 km of SMF before arriving at the RAU. A de-multiplexer is used followed by a voltage-biased EOM, which creates two carriers centered around $v_o$ and separated by $2\omega$, while suppressing the original carrier, as seen in Figure 4-9.

The optical signal is then passed on to photo-detection. The generated RF current (Figure 4-10) is then filtered to a signal with 12.5 GHz bandwidth, as seen in Figure 4-11. The user receives the wireless data transmitted by the RAU and recovers the data after DPSK demodulation.
Using a simple modulation scheme, the data is sent wirelessly from the ONU, where the receiving device at the user would filter and de-modulate the transmitted data. The eye diagram of the received signal at the user can be seen in Figure 4-12.
The simulation of the Ring-RoF-PON is similarly successful. We assumed a Ring RoF-PON with 8 nodes connected using a unidirectional ring fibre. In the beginning we were not able to obtain any signal in simulation. After exhausting all research and troubleshooting the issue, we contacted the simulation technical support and found that due to initialization issues, the simulator would not operate smoothly in ring until after many loops. We carried the simulation then with 20 optical iterations in the ring. After nearly 17 loops, we were able to obtain the steady state signal in all ONUs of the ring. Figure 4-13 and Figure 4-14 show the final steady states eye diagrams in all ONUs of the ring network at the simulated smart home NAN.

![Figure 4-12 - The eye diagram of the received data at the RAU](image-url)
Figure 4-13 - The eye diagrams in the first half of nodes on the ring RoF-PON network

(a) Eye Diagram of First ONU Node
(b) Eye Diagram of Second ONU Node
(c) Eye Diagram of Third ONU Node
(d) Eye Diagram of Fourth ONU Node
Figure 4-14 - The eye diagrams of the second half of nodes on the ring RoF-PON network
4.4 SUMMARY

In this chapter we have presented simulation settings and assumptions for the performance evaluation of the adopted broadband access network architecture under the proposed RoF-PON infrastructure. We have considered various topologies as well as different related values for each topology. Finally, we have analyzed the simulation results and we have identified the most suitable parameters of the RoF-PON in backbone access network level as well as on neighbourhood area network level.
Chapter 5. **CONCLUSION AND FUTURE WORK**

5.1 **CONCLUDING REMARKS**

This thesis has focused on the communication system for the smart grid application by adopting a two-way, secure, fast and flexible communication infrastructure with ICT capabilities. For this purpose, we have first considered the conventional power grid structure and explored the potential importance of introducing the smart grid technology, in order to provide a long-term future proof grid, create a platform for compatible standardization, enable the IoT, become independent of fossil fuel shortage crisis and significantly decrease global GHG emissions. We have found that the smart grid data communication infrastructure is an essential platform for increasing performance, features and reliability of the power grid. According to the aforementioned features for the power grid, we have reviewed Fi-Wi technologies and their advantages and weaknesses as separate communication network infrastructures for smart grid applications. To exploit the strength of each of the wireless and optical network technology, we investigated Fi-Wi integrated networks for the Smart Grid access network. Considering all the factors we have discussed, we concluded that the Fi-Wi infrastructure provides significant promises for the communication infrastructure in the smart grid application.

We have discussed Fi-Wi enabling technologies and decided to adopt the RoF-PON architecture with WDM-PON as the backhaul access network integrated to the front-end wireless access network based on the mmW wireless communication bandwidth, aimed to provide an integrated broadband access network. Consequently, we have proposed a RoF-PON
infrastructure for implementing WDM-PON technology as the shared medium for both smart metering and FTTX traffic, besides using the wireless access network as a low cost implementation technology at the premises. In addition, we discussed the advantages and challenges, as well as summarized the state of the art, for RoF network architectures from recent publications.

Next, we have classified the networks by upper level access network, and local level neighbourhood access network, as requiring different topologies, based on the utilization and requirements of the network. Then we adopted a tree topology for the main access network and a ring topology for the NAN, which would help aggregate data securely from smart meters as well as embedded sensors in smart appliances, power generators and critical equipment in the smart grid.

The main focus of this thesis was to introduce the RoF-PON architecture to the Smart Grid. We have considered that the infrastructure will not only enable the Smart Grid access communication, but can also be used as the access network for many other services, like the Internet access network, as well as any other IoT access network. To further make this more appealing, we have proposed a novel billing method that would save customers from any charges of using their internet bandwidth for IoT communication (such as smart meter forecasting and aggregation, or any other smart appliances).

Finally, we have chosen a simulation environment and assigned the settings and assumptions for performance analysis of the applied RoF-PON infrastructure. The simulation environment covered the entire adopted broadband access network. Our simulation results, based on varying parameters, have shown that RoF-PON, both in the tree and the ring
topologies, meet and exceed the requirements for smart grid including performance and reliability.

We have introduced a survivability model at the NAN level, to further strengthen the reliability of the network.

According to the simulation results, the overall conclusion is that RoF-PON is a transparent, future proof infrastructure that is compatible with any virtually wireless protocol, and has capacity for any wireless bandwidth.

5.2 Future Research

Fi-Wi networks are a promising solution for future broadband access networks. Their combination of wider bandwidth in the optical network and mobility and flexibility of wireless technology has been actively studied.

Despite the recent advancements at the Fi-Wi physical layer, we still witness related issues at the physical level, such as developing a reliable, wavelength-independent all-optical frequency converter.

The design of energy efficient network infrastructures is of interest to providers for the future of green network technologies that enable the IoT. For this purpose, an IoT extension header protocol should be defined as a point of future work for enabling IoT utilization of the access network. It is also important to focus on the Green Broadband Access Network Technology (GBANT) to provide energy efficient solutions for this type of integrated telecommunication network.
Another interesting topic in the PHY layer to be developed in the future is to consider the R&F technology for this form of broadband hybrid networks. For instance, the major limitation of the WLAN-based R&F technology is that it becomes a bottleneck for data processing and that degrades the reliability aspect. Furthermore, the additional propagation delays caused by distributed MAC protocols limit the optical fiber range and also degrade the integrated network performance.
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